Xorivex White Paper: Future Tech X

Finance

Sub-title: Smart Tokens of the Future of Finance-Al + Blockchain + Smart Flow
Value System Driven by Financial Compliance

Version: 2.0

date of 1ssue

catalogue

Executive summary
2. Project Background and Problem Statement
3. Vision and core concepts

4. Product and ecological design

5. Technical architecture

6. Tokenomics

7. Investment logic and ICO mechanism
Governance and communities

9. Compliance and legal documentation

10. Safety and risk management

11. Business model and revenue sources

12. Roadmap
13. Team and partners

14. Risk Warning and Disclaimer



Appendix A: glossary
Appendix B: Scenario application cases

Appendix C: Company registration and legal documents

Executive Summary

Xorivex is a future financial smart token project developed by Aetheris Technologies
Ltd. By integrating artificial intelligence with blockchain technology, this initiative

creates an Intelligent Liquidity Token that combines adaptability, regulatory
compliance, and cross-border payment compatibility. It provides investors with stable

and growth-oriented asset allocation solutions through its innovative design.
Core objectives:

Provide stable, transparent and compliant digital currency payment tools;
Create divisible and tradable tokenized investment products;

Introducing Al-driven dynamic portfolio management;

Support ESG/green finance projects.

1.1 Project Overview (Project Overview)

Xorivex is a next-generation digital asset protocol developed and operated by

Acetheris Technologies Ltd (Company Registration No.: 20251588649; Colorado
Good Faith Certificate No.: 17335881). By integrating artificial intelligence (Al),

blockchain technology, and compliant financial infrastructure, the project introduces

the "Intelligent Liquidity Token" a multi-functional token system combining

payment, investment, and governance capabilities. Designed to provide individuals
and institutions with compliant, frictionless, auditable, and dynamically profitable
digital financial tools.

1.2 Background and Value Proposition (Why Xorivex)

The global financial and payment sector, particularly in the UK and European markets,

faces three persistent challenges: inefficient cross-border settlements, high barriers to
entry for traditional financial assets, and a lack of digital asset products that balance

stability and returns. Xorivex addresses these issues through its Al-powered dynamic
asset allocation engine and off-chain trustee reserve mechanism. Within regulatory



frameworks, it redefines tokens as both "usable currency" and "dynamic wealth
management tools," effectively resolving these pain points while creating new market
entry points.

Core value points:

Compliance first: Rely on a legally structured operating entity (Aetheris Technologies
Ltd) and design a compliance path that connects with regulators such as the UK FCA;
Stabilize assets in part by trusteeship and regular audits.

Intelligent: The Al Asset Manager analyzes market, interest rate, volatility and

liquidity data in real time to achieve dynamic rebalancing and hedging of coins
between different assets.

versatility: A single asset (XRV) and multiple sub-currencies (XGBP, XINV, XGRN)
are combined to form an ecosystem that meets payment, investment and ESG needs.

1.3 Core Components (Core Components)

XRV (governance token): A general token for ecological governance, fee distribution
and pledge reward. The total amount is 100,000,000 (released in batches).

XGBP (Sterling Stablecoin): A payment medium supported by 1:1 off-chain fiat
reserves, for merchant and enterprise settlement.

XINYV (tokenized investment share): A divisible security token representing a UK
government bond, corporate bond or fund share to reduce the investment threshold.

XGRN (Green Token): It supports the financing of green projects and carbon credit
settlement, and can trace the capital flow and benefit data on the chain.

1.4 ICO and Initial Economic Design (Initial Offering & Token
Economics)

Total supply: 100,000,000 XRV (fixed cap).

First round ICO: Issue 10 million (10%) to provide early stage financing and
community building for the project through an open subscription model.

Batch release mechanism: team tokens, strategic partners and incentive pools are set
with lockup period and linear unlocking to reduce short-term market selling pressure

and ensure long-term ecological incentives.

1.5 Key Features & Tech Advantages



Al-driven dynamic asset allocation: Combines on-chain data with off-chain market

information to automatically adjust the weight of the asset pool behind the token
through an interpretable strategy module.

Soft and hard compliance custody: Legal currency reserves are held by regulated
banks/trusts; Proof of Reserves and third-party audits are regularly uploaded to the

chain or publicly released.

Low cost high expansion link: EVM compatible Layer 2 solution to ensure low
transaction rates and high throughput.

Enterprise-level access capability: Provide API and white-label stablecoin solutions to
enable enterprises to quickly access and automate reconciliation, audit and settlement.

1.6 Target Users and Market Fit

Individual investors and high net worth clients: seeking digital assets that are
compliant and have long-term return potential.

Payment and fintech companies: need low-friction cross-border settlement solutions
and stable assets anchored to the pound.

Institutional investors and asset managers: traditional assets that want to gain higher
liquidity through tokenization.

Corporate customers (salary, supply chain settlement): need fast, transparent and
cross-border enterprise-level capital flow tools.

1.7 Commercialization Path and Key Milestones (Go to Market &
Milestones)

ICO offering (Q42025): Complete the first round of public offering of 10% to
establish an early community and initial liquidity.

Compliance: Simultaneously advance the FCA registration application and sign a
custody agreement with at least one regulated custodian bank.

Exchange and Ecosystem Launch (Q12026): UK/Europe compliant exchanges and
major DEX launch XRV and XGBP.

Enterprise and Payment Pilot (Q22026): Launch enterprise API, white label
stablecoin pilot and cross-border payment model project.

1.8 Quantifiable Objectives (KPIs)

First 18 months target:



Number of ICO participants (target): 5,000-20,000 qualified investors;
XGBP average daily trading volume (target): initial target £1M- £5M;

Number of listed exchanges (target): at least 2 compliant exchanges + mainstream
DEX;

Third party audit and Proof of Reserves: the first public audit report shall be
completed within 3 months after the launch.

1.9 Risks and mitigation measures (Risks & Mitigation)

Regulatory uncertainty: Work closely with legal counsel, adopt a multi-jurisdictional
compliance strategy, and maintain transparent compliance disclosure.

Technical risks: Implement multiple rounds of smart contract audits, bug bounty
programs and emergency response mechanisms.

Market liquidity risk: adopt batch release + incentive mechanism to increase early
liquidity, and set automatic risk switch for key market indicators.

1.10 Summary

Xorivex, guided by its design philosophy of "compliance as foundation, intelligence
as core, and usability as form", targets mature financial markets in the UK/Europe and

global cross-border payment needs. Backed by Aetheris Technologies Ltd., powered
by Al-driven asset management capabilities, and supported by a diversified token

product portfolio, Xorivex strives to strike a balance between compliance and
innovation. It provides individuals and institutions with a new type of digital asset that

serves both daily settlement needs and long-term investment opportunities.

2. Project Background and Problem Statement

Cross-border payment is inefficient: the traditional financial system has high fees and
delays.

The investment threshold is too high: it is difficult for ordinary investors to enter
traditional assets such as bonds and funds.

Crypto assets are risky: there is a lack of stable and profitable token products.

Lack of transparency: Many token projects fail to provide audit and reserve
certificates.



Xorivex is committed to solving this through Al-driven dynamic configuration +
blockchain transparency + compliant custody

2.1 Macro Background and Trends (Macro Trends)

In recent years, the global financial infrastructure and payment ecosystem are
undergoing an accelerated digital and decentralized transformation:

The surge in demand for payment digitization and cross-border settlement:

E-commerce, freelancing, and transnational supply chains have driven a strong
demand for low-cost, fast settlement; at the same time, traditional cross-border

channels (such as traditional bank remittances) are difficult to meet the real-time
business scenario in terms of time and cost.

Decomposition and asset fragmentation become mainstream: From stocks, funds to

bonds and real estate, more and more assets are being tokenized, making small,
decentralized investments possible, but standards and compliance are still being
established.

Tighter and clearer regulation and compliance: Mature markets represented by the UK
are promoting regulatory frameworks for stablecoins, e-money and tokenized

securities. Institutional participation barriers are gradually lowered, but at the same
time, higher requirements are put forward for compliance disclosure, custody and
audit.

Sustainable finance (ESG) has become the core of capital allocation: investors and
regulators are increasingly focusing on traceable green financing solutions, and
blockchain has a natural advantage in terms of verifiability.

Together, these trends create a window of opportunity for digital financial services,
but also expose several structural issues that hinder scaling.

2.2 Problem Statements

Question A—-Low efficiency of cross-border payments

Current situation: Enterprises and individuals often encounter complex account
docking, long clearing path, slow bank processing time (usually hours to days), and

cost spillover caused by multiple middle parties in cross-border payment.

Causes: Poor interoperability of clearing networks between different jurisdictions and
time-consuming interbank reconciliation and compliance review processes.

Impact: Business cash flow is blocked, supply chain financing costs rise, and the
competitiveness of small and medium-sized enterprises in international trade is
weakened.



Question B-The investment threshold is too high

Current situation: Traditional assets such as UK government bonds, high-quality
corporate bonds or some private equity funds often have high minimum subscription

thresholds and cumbersome compliance procedures.

Cause: The design of traditional financial products is mainly for institutional investors
with the lowest cost, which makes it difficult for retail investors to obtain
participation channels.

Impact: A large number of scattered capital can not be effectively absorbed, ordinary
investors miss the opportunity of diversified allocation, and asset liquidity is limited.

Question C—-Cryptocurrency volatility and risk concentration

Current situation: A large number of tokens/cryptocurrency assets in the market are

highly volatile, lack of project transparency, single liquidity or dominated by
centralized platforms.

Why: Many tokens lack real asset backing or third-party audits, and early-stage
projects are designed to be flawed in terms of release and incentives, which can lead

to short-term selling pressure.

Impact: The inhibiting mechanism and conservative individual investors enter the
market, reducing the credibility and sustainability of the whole ecology.

Issue D-Lack of transparency and trust

Current situation: Some projects cannot consistently provide clear proof of reserves,
audit records or trust arrangements; there is no verifiable bridge between on-chain
information and off-chain reserves and fiat currency accounts.

Causes: Lack of standardized Proof of Reserves processes, low penetration of
third-party independent audits, and unclear choice of custodian partners.

Impact: It is difficult for regulators and institutions to intervene, and it is difficult for
ordinary users to judge the real risks of projects, resulting in limited market
participation.

2.3 Limitations of existing solutions (Existing Solutions & Their Gaps)

Stablecoin (non-regulated/centralized): Although it can improve transaction efficiency,
it is often faced with concerns about reserve transparency and compliance; when the

regulation is unclear, institutions are difficult to accept.



Entrusted stablecoin and bank custody scheme: better compliance, but usually

coupled with the traditional banking system, cross-border efficiency and cost
advantages are reduced.

Tokenization platforms: They can realize asset segmentation and liquidity, but there
are significant differences in legal status, investor protection and custody

arrangements, leading to market fragmentation.

Decentralized Finance (DeF1i): Provides liquidity and innovative financial instruments,
but risks and compliance issues limit institutional participation.

In general, current market solutions are often difficult to balance between the
"efficiency-compliance-transparency" triangle, and there is still a scarcity of

comprehensive solutions that can simultaneously meet the needs of low-cost
cross-border settlement, compliant custody, asset division and transparent audit.

2.4 Market Opportunity & User Needs
Based on the above problems and trends, we can identify clear market demand:

Compliant and traceable anchor tokens: Institutions and large merchants need
regulated, audited and bank-escrowed stable assets to be used for settlement.

Low threshold, divisible investments: Ordinary investors expect to participate in UK
government bonds, high quality bonds and green projects with small amounts of

money, with considerable liquidity and transparent reporting.

Programmable and intelligent capital routing capabilities: Enterprises need automated,
optimal settlement paths to reduce costs and reconciliation complexity.

Traceability of green investment and financing: For ESG investors, the use of funds
and project benefits need to be audited on and off the chain.

These needs are rapidly converging into quantifiable market opportunities, driven by
regulatory advances in mature markets such as the UK and Europe.

2.5 Xorivex problem solving path (How Xorivex Addresses the
Problems)

The following table compares the above problems with Xorivex's specific solutions:
Low efficiency of cross-border payment — Xorivex solution:

XGBP (Sterling Anchor Stablecoin) is a settlement medium that combines Layer 2
chain and Smart Router to achieve low fees and near real-time settlement experience;



Establish a legal tender clearing channel with the regulated custodian bank, simplify
the on-chain/off-chain exchange process, and shorten the reconciliation cycle.

Too high threshold for investment — Xorivex solution:

XINYV (tokenized investment share) is a small division of traditional bonds/funds,
with a minimum subscription threshold as low as dozens of pounds or less (depending
on the law and the product issued);

The platform provides standardized and compliant issuance process, KYC/qualified

investor stratification and on-chain tradable market to improve liquidity and
convenience of participation.

High risk of crypto asset = Xorivex solution:

The "stable assets + investment assets + green assets" hybrid pool design is adopted,

and the Al Asset Manager dynamically rebalances under the rules and compliance
framework to give consideration to stability and income;

The allocation and locking mechanism of XRV, as well as the lock-up arrangements
of teams and partners to reduce early selling pressure.

Insufficient transparency — Xorivex solution:

Cooperate with a regulated custodian to provide off-chain reserve certificates and
issue audit reports through third-party accounting/auditing institutions on a regular
basis;

Introduce the Proof of Reserves methodology, summarize the key reserves or hash

them on the chain to achieve on-chain verifiable reserve clues, while disclosing audit
summaries and key points of custody contracts.

2.6 Illustrative Scenarios

Scenario 1: Cross-border payments of small and medium-sized enterprises
(Before vs After)

Previously: Through bank transfer to overseas suppliers, T+2 settlement, high cost,
manual reconciliation is required.

After that: The enterprise holds XGBP and finds the optimal clearing path through

Smart Router, which can be received within minutes, automatically generate account
reconciliation, and significantly reduce settlement costs.



Scenario 2: Retail investors participate in UK government bonds (Before vs
After)

Before: the threshold of subscription to Treasury bonds is high and the procedures are
complicated.

After that: Investors use a small amount of pounds to buy the share of the government
bond represented by XINV, which can be traded or redeemed at any time on the
secondary market, enjoying better liquidity and transparency.

Scenario 3: Green project financing and capital tracking

The project party obtains on-chain funds by issuing XGRN; donors or investors can
see on-chain fund allocation and key performance indicators (such as CO2 emission

reduction), and audit reports can be verified.

2.7 Measurable Objectives and Key Indicators (MOI)

To ensure that the program is implemented and tested, Xorivex will set milestones for
the following metrics:

Cross-border settlement time delay: the target is shortened from traditional days to
minutes or hours (depending on the clearing path and cooperative bank branches).

Minimum participation threshold: The minimum participation threshold for traditional

assets is significantly reduced through XINV (e.g. target: less than £50, subject to the
actual product announcement).

Audit and Transparency: Publish the first third party audit and Proof of Reserves
report within 3 months of the mainnet deployment.

User and transaction volume goals: Achieve growth in active users and average daily
transactions within 12 months of ICO (see roadmap and business plan for specific

numbers).

2.8 Summary (Conclusion)

The project's context highlights a clear supply-demand gap: the market requires a
digital financial instrument that is both compliant and trustworthy, yet highly efficient
and cost-effective while maintaining assetization and transparency capabilities.

Xorivex addresses this need through an Al-driven solution that integrates dynamic
configuration, on-chain transparency, and off-chain compliant custody. This

systematic approach demonstrates strong market adaptability and commercial

viability.



3. Vision and core concepts

Vision: To build an ecosystem of smart financial tokens that can be used not only as a

payment, but also as an automated investment, hedge volatility, and promote green
finance.

Intelligent Liquidity: Xorivex dynamically allocates funds to the pound reserve, bond
pool and green investment pool to achieve risk hedging and return optimization.

Value proposition: not only stable, but also more growth; not only money, but also
intelligent financial tools.

3.1 Vision (Vision)

Xorivex' long-term vision is to build a widely accessible, compliant, trustworthy, and

intelligent decision-making digital financial ecosystem. This transformation will
transform tokens from mere speculative instruments into "intelligent financial atomic

units" that consumers, businesses, and institutions can genuinely utilize for daily
settlements, capital allocation, and sustainable investments. Specifically, Xorivex

commits to fulfilling three core commitments:

1. Usable: The transaction has low cost, fast payment, and convenient connection with
the traditional financial system. It can be directly used by merchants and enterprises

for settlement and fund management;

2. Trusted: meets institutional acceptable standards in terms of custody, audit,
compliance and governance, and is recognized by banks and regulators;

3. Intelligence: Through Al-driven asset allocation and routing capabilities, holders
can achieve better risk/return performance on both payment and investment ends.

4. The ultimate goal is to make Xorivex a "neutral infrastructure" bridging traditional
finance and decentralized technology, supporting the sterling settlement ecosystem,

tokenized asset markets and sustainable financial flows.

3.2 Intelligent Liquidity

Definition and Core Concept

Definition: Intelligent flow value refers to the ability of a token to be composed of
multiple asset pools (GBP reserves, bond pools, green investment pools, etc.) behind

it, and to dynamically adjust the weight of each pool by an Al enabled engine within
the established compliance and rule boundaries to achieve the goal of "stability +

sustainable returns".



core idea :

Dynamic rather than static: Tokens are no longer fixed to a single supporting asset

(such as only 1:1 fiat currency or only volatility assets), but are dynamically
combined according to market, liquidity and compliance constraints;

Rules are driven and auditable: Al strategies and triggers run under traceable,

verifiable logic, with major parameters determined by governance decisions or
compliance thresholds;

Stratified risk management: Different risk/return attributes are defined through
pooling (low-risk reserve pool, medium-yield bond pool and high-influence green

pool), and transparent disclosure is made.

3.3 Core Mechanism of Intelligent Flow Value (How it Works)
3.3.1 Asset Pooling

Reserve pool (low risk): mainly composed of sterling cash and ultra-short term high
rating notes to ensure the convertibility and short-term stability of XGBP;

Yield Pool (medium risk): mainly government or high-quality corporate bonds and
money market instruments to provide stable interest income;

Growth/Green Pool (Growth/Green Pool, high impact): Invest in approved green
projects, renewable energy bonds or long-term return assets to advance ESG goals

and generate additional returns;

Liquidity Pool: Provides liquidity support for secondary market transactions,
including exchange/market making funds.

3.3.2 AI Asset Manager (Al Asset Manager)

Input data: on-chain price, trading depth, off-chain market interest rate, central bank
benchmark interest rate, macroeconomic indicators, carbon price and project KPIs,
cooperative bank account liquidity data, etc.;

Output: target weight (the proportion of each asset pool), rebalancing signal
(buy/sell/transfer), risk warning (trigger the protection switch);

Model features: An interpretable model (such as rule-based enhanced machine
learning + reinforcement learning candidate strategy) is adopted, and risk constraint
filtering is done before reasoning;



Execution link: policy generation — compliance and governance verification —

execution of on-chain contract or off-chain custody — results are recorded on the

chain (summary/hash).
3.3.3 Triggers and Rebalancing Rules (Triggers & Rebalancing)

Conventional rebalancing: evaluate on a daily or weekly basis and perform small
rebalancing when the cost is acceptable;

Event-triggered rebalancing: Emergency rebalancing is triggered when volatility,
liquidity or hedging costs in an asset pool exceed a threshold;

Protective constraints: Any high-impact rebalancing (e.g. changing the proportion of

the reserve pool beyond a predetermined threshold) requires approval by the
governance or compliance committee;

Cost control: When calculating rebalancing, Al evaluates transaction costs (fees,
slippage), tax impact and compliance delays simultaneously to select the path of

optimal net benefit.

3.3.4 Compliance boundaries and governance controls (Guardrails)

Hard rules (don't cross them): minimum reserve ratio, restrictions on the types of
assets under custody, restricted list of counterparties;

Flexible rules (governable adjustments): target volatility upper limit, maximum
growth pool proportion, redemption buffer period;

Human-machine collaboration: Important parameter adjustments require governance
votes or compliance team signatures to ensure that Al does not unilaterally change

key financial indicators in a black box manner.

3.4 Token Roles and Interplay

XRV (governance token): a voting or delegation of major strategic parameters,
compliance policies and the direction of the use of funds by the holder; XRV is also

the accounting unit for platform fee sharing and incentives;

XGBP (stablecoin): a daily settlement function supported by a reserve pool,
supporting enterprise and retail payments;



XINYV (investment token): directly represents a specific asset pool or a single
bond/share fund, allowing subdivision and trading;

XGRN (Green Token): As a medium for green project financing and performance

settlement, it records impact indicators (such as CO2 emission reduction) on the chain
and can be connected to the carbon market.

Smart contracts are used to communicate between the tokens: for example, users

holding XRV can pledge to obtain a discount on the issuance quota of XGBP; and the
income of XINV can be partially automatically returned to the income distribution

mechanism of XGBP, so as to improve the long-term profitability of the stablecoin
endorsement.

3.5 Risk Control, Compliance Boundaries and Auditing (Risk &
Compliance)

Reserve transparency: all key points of custody contracts, summaries of third-party
audits and reserve proofs are published regularly;

Backtracking strategy: The Al's strategy log, backtest results and summary of key

decisions are kept in the off-chain audit file and can be summarized on the chain
under regulatory requirements;

Legal and tax adaptation: The legal attributes and tax impacts of different asset pools
in different jurisdictions are pre-modelled and maintained by legal counsel and
compliance teams;

Redemption and liquidity guarantee: A redemption buffer mechanism (redemption
queue, redemption fee ladder and redemption time window) is set up to prevent

sudden redemption shock, which is combined with reserve pool and liquidity pool to
deal with it.

3.6 Implementation Highlights

On-chain/off-chain collaborative architecture: The AI model and complex computing

are run in the off-chain trusted environment, and the final execution and recording are
determined by on-chain contracts;

Multi-source predictor: Price, interest rate and KPIs Use multi-source decentralized
predictor to reduce the risk of single point distortion;



Modular contract design: asset pool, casting and selling, governance, audit interface
are modular to facilitate audit and phased deployment;

Audit and rollback mechanism: Contract upgrade requires multi-signature and time

lock, allowing passive rollback and emergency pause in case of major security
incidents.

3.7 Typical business process examples (Detailed Flow Examples)
Scenario A: The user pays for cross-border goods in XGBP
1. The user wallet submits an XGBP payment request;

2.Smart Router evaluates the optimal path (direct XGBP settlement or local exchange
to the counter currency);

3. If exchange is required, the system calls on the chain exchange contract and the
liquidity pool or cooperative exchange to complete the exchange;

4. The off-chain custodian bank completes the fiat currency withdrawal and notifies
the on-chain event after receiving the exchange instruction, and records the

transaction summary after the payment is completed.

Scenario B: The XRV owner triggers a governance proposal to adjust the growth
pool ceiling

1. Submit the proposal and enter the governance period;
2. After voting, the contract software triggers the parameter change process;

3. The Al engine recalculate the target weight under the new parameters and submit
the rebalancing plan;

4. Rebalancing shall be implemented in batches after compliance and cost evaluation,

and the summary and audit log shall be recorded on the chain after each
implementation.

3.8 Key Performance Indicators (KPIs for Vision Realization)

XGBP's reserve coverage ratio (Reserve Coverage Ratio): target = 100%;



System-level daily settlement volume (Daily Settlement Volume): short-term target of
£1M-£5M, long-term scalability;

Rebalancing cost ratio (Rebalancing Cost/AUM): The target is to keep the
rebalancing as low as possible at 0.05% per rebalancing;

Frequency of third-party audit and time to find and repair: the first audit should be
completed within 3 months, and the average time to repair problems should be less
than or equal to 30 days;

Governance participation rate: At least 5% of XRV holding addresses actively
participate in voting (long-term goal to improve).

3.9 Brand positioning and user communication (Positioning &
Messaging)

Core message: "Xorivex — The Future of Intelligent Money (Smart Money)";

For institutions: emphasis on compliance, audit and bank connectivity capabilities;
For retail: focus on ease of use and low threshold investment and payment scenarios;

For ESG investors: Emphasis on transparency of fund use and trackable performance.

3.10 Summary (Takeaway)

Xorivex's "Smart Flow Value" transcends a single technological stack concept,
representing a systematic design that integrates compliance, technology, and

economics. Through asset pooling, Al-driven dynamic rebalancing, and rigorous
compliance/governance mechanisms, it aims to deliver a digital financial instrument

in mature markets across the UK/Europe that is both functional, trustworthy, and
scalable. This innovative solution serves as a bridge connecting payments,

investments, and sustainable development.

4. Product and ecological design



Core token:
XRV (governance token): ecological governance, voting rights, fee sharing.

XGBP (stablecoin): an anchor of 1:1 pounds, a custodial reserve, and a payment and
settlement tool.

XINYV (investment token): a share of a tokenized asset such as a bond or fund.

XGRN (green token): used for ESG investment, carbon credits, and green project
support.

Platform functions:
Al Asset Manager: dynamic asset allocation, risk management.

Intelligent payment routing: cross-border instant payment, automatically select the
lowest cost path.

Compliant API: Connect with banks and payment institutions to meet KYC/AML
requirements.

4.1 Core Token Suite (Token Suite)

Xorivex adopts a multi-currency architecture, where each type of token has an

independent functional positioning and value support in the ecosystem, and is
interconnected through smart contracts to form a closed-loop economic system.

4.1.1 XRYV (Governance Token)

Function positioning: ecological governance, parameter voting, cost sharing.

Function: XRV holders can propose or vote on key issues including protocol upgrades,

asset pool parameter adjustments, fund usage, and strategic partnerships. The
governance operates through a decentralized autonomous organization (DAQO) to

ensure community and institutional participation in decision-making.

Incentive design: A portion of transaction fees and payment routing revenue will be
returned to the governance pool and distributed to XRV pledge holders in proportion
to their pledge, creating a long-term incentive to hold.

4.1.2 XGBP (stablecoin)

Functional positioning: a settlement medium anchored to the pound at 1:1.



Reserve mechanism: The reserves are held by the regulated custodian bank or trust
institution and the reserves certificate (Proof-of-Reserves) is issued regularly through
a third-party auditor.

Application scenarios: It is widely used in cross-border payment, retail payment,
supply chain settlement and secondary market transactions. Combined with intelligent

payment routing, it can achieve minute-level arrival and low-cost reconciliation.
4.1.3 XINV (Investment Tokens)
Functional positioning: tokenized shares of traditional assets such as bonds and funds.

Core value: Lower the threshold for retail investors to participate in government
bonds, corporate bonds and fund products, with a minimum subscription unit of as

low as dozens of pounds.

Dividends and earnings: Interest and dividends are automatically distributed through
smart contracts, and investors can choose to withdraw or reinvest.

Compliant design: Only users who have passed KYC verification or meet qualified
investor standards can participate to ensure compliance with regulatory requirements.

4.1.4 XGRN (Green Token)

Function positioning: support ESG investment, carbon credit trading and green
project financing.

Traceability mechanism: All capital flows and carbon emission reduction benefit data
are recorded on the chain, combined with third-party certification (such as Verra,

Gold Standard), to ensure that the use of funds is transparent and auditable.

Incentive mechanism: Green projects will receive additional token rewards when they
achieve the phased goals, encouraging more ESG projects to settle in.

4.2 Platform functional modules

4.2.1 Al Asset Manager (Al Asset Management)

Function positioning: dynamic asset allocation and risk management core module.

Description of capability:



Market data (price, liquidity, interest rate, carbon price, etc.) on and off the aggregate
chain;

Through interpretable machine learning and reinforcement learning models, the ratio
of reserve pool, income pool and green investment pool is optimized in real time;

Built-in risk control mechanism to trigger protective rebalancing in case of market
volatility or insufficient liquidity;

Provide audit logs and traceable reports to ensure that policies are transparent and
verifiable.

4.2.2 Smart Payment Router (SPR)

Function positioning: cross-border instant payment and optimal path selection.
operational principle :

Among multiple payment channels (traditional banks, payment service providers, and
on-chain stablecoin paths), the best path is dynamically selected based on fees, delays,
compliance costs, and historical success rates;

It has a fault transfer mechanism, and automatically switches to the standby channel if
the preferred path fails;

Support automatic hedging of exchange rate risks and ensure the stability of
Cross-currency payments.

Application value: significantly reduce cross-border payment costs and arrival time,
suitable for enterprise settlement and retail scenarios.

4.2.3 Compliance API (Compliance API)

Function positioning: Standardized and compliant access interface, convenient for
enterprises and financial institutions to connect.

Core functions:

KYC/AML module: support for identity verification, sanctions list screening,
transaction risk rating;

Report suspicious transactions: automatically generate compliance reports (SAR) to
meet regulatory requirements;



Data protection: sensitive information is encrypted and stored in accordance with
GDPR and FCA regulations.

Ecological significance: Provide enterprises with "plug and play" integrated blocks to
accelerate the compliant application of stablecoins and investment tokens.

4.3 Synergy between product and ecology

Multi-token complementarity: XGBP solves the settlement stability, XINV opens the
investment entrance, XGRN undertakes the mission of green finance, and XRV
returns governance rights and benefits to the community. The four form a closed-loop
ecosystem.

Al and payment collaboration: AI Asset Manager provides dynamic risk management,
intelligent payment routing reduces capital flow costs, and the combination of the two

makes tokens more usable and growth potential.

Compliance moat: The compliance API brings compliance requirements forward,
increases the willingness of institutions and enterprises to access, and helps Xorivex
ecosystem to bridge traditional finance and crypto finance.

4.4 Summary

Xorivex' products and ecosystem design represent not a mere accumulation of

features, but a systematic framework. Through differentiated positioning within a
multi-currency system and intelligent collaboration of platform functionalities,

Xorivex is committed to delivering a compliant, trustworthy, and sustainable digital
financial infrastructure. This solution serves diverse global needs in payment services,
investment management, and green finance initiatives.

5. Technical architecture

Blockchain layer: EVM compatible chains (Polygon / Optimism).



The Al layer below the chain: predict market fluctuations and output asset pool
allocation plans.

Reserve custody: cooperative banks hold legal tender reserves and are audited
regularly.

Compliance layer: AML/KYC embedded mechanism, in compliance with FCA
requirements.

S.1 Overview and design objectives

overall objective
Security first: fund security, private key management, audit and traceability.

Compliance first: Meet compliance and data protection requirements such as FCA /
GDPR / PDPA.

Scalable: Support high concurrency payment/transaction scenarios, low single cost.

Upgradable and auditable: Smart contracts and models support controlled upgrades
and audit logs.

Interpretability: Al decisions need to have audit trails and human-machine review

links.
Architectural layering (logic)

1. Blockchain layer (L1/L2 + smart contracts)

2. Off-chain Al layer (asset management, strategy engine)
3. Reserve custody layer (bank custody and clearing)

4. Compliance layer (KYC/AML, sanctions lists, transaction monitoring)

5. Infrastructure and O&M layer (node, monitoring, CI/CD, backup)

6. Auxiliary layers (prophet, bridge, key management, audit)



S.2 Blockchain layer--Design and implementation

points

S.2.1 Chain selection strategy and risk assessment

Target chain: Optimal EVM compatible Layer-2 (Optimism/Polygon, etc.) for
compatibility and low rates.

judge and weigh :

Optimistic Rollup: The security model relies on the finality of L1 and fraud proof,
which makes it easy to obtain L1-level security trust; the disadvantage is that there is
a delay (challenge period) for cross-chain withdrawal.

Polygon (multiple schemes): including PoS chain (centralized sidechain risk), zkEVM

(high throughput + strong security); if Polygon PoS is used, it is necessary to clarify
the custody/insurance scheme to hedge the centralized risk.

Recommendations: Use Optimism (or zkEVM) as the main issuing chain and keep

Polygon zk/EVM as the extension/light settlement chain; avoid placing large reserves
or key governance contracts on side chains with weak security.

5.2.2 Contract modular design

Module division: token contract (XRV/XGBP/XINV/XGRN), casting/selling contract,
governance contract (Timelock + Governor), pledge contract, clearing/settlement
contract, payment routing contract, oracle access contract.

Upgrade strategy: Use the proxy pattern (UUPS or Transparent Proxy) with a
timelock contract and multi-sign (Multi-Sig) governance to enable an auditable and
rollable upgrade process.

Roles and permissions: Use role-based access control (RBAC) with the minimum
principle of permission; critical operations require multiple signatures + time lock.

5.2.3 Transaction and cost optimization

Batching: Use off-chain aggregation and periodic batch to the chain to reduce gas for
high frequency small operations (e.g. settlement lists).

Meta-Tx and Gas abstraction: Supports EIP-712 signatures, enabling relayers to pay

gas on behalf of users (ideal for UX optimization and enterprise white-label scenarios).
Note compliance requirements for relayers' KYC verification.



Events and Indexes: Smart contracts publish structured events for consumption by the

Chain below Indexer (The Graph or self-built indexer) to ensure auditing and
real-time monitoring.

5.2.4 Nodes and Access

Node strategy: The production environment should have both self-hosted nodes and
third-party node services (Alchemy/Infura) as redundancy.

Rate and SLA: The node cluster needs to support high concurrency RPC with load
balancing and read/write separation (archive nodes are only used for
retrospective/audit).

Log: On-chain interactions and node logs must flow into a centralized log system
(ELK/EFK) and be associated with off-chain transactions.

5.3 Sub-AlI layer (AI Asset Manager) -Architecture

and governance

5.3.1 Functions

Summarize on-chain (transaction, liquidity, price) and off-chain (market interest rate,
bank liquidity, macro economy, carbon price, third-party rating) data.

Output: asset pool target weight, rebalancing instructions, risk warning, and
explainable strategy log (for audit).

5.3.2 Technology stack and components

Data layer: Kafka (or Pulsar) as the message bus; TimescaleDB / ClickHouse to store
time series and transaction flow; S3/object storage to persist original snapshots.

Feature engineering pipeline: Airflow / Prefect arrangement, feature extraction and
normalization,

Model management: MLflow (or Kubeflow) is used for model registration, version
control, and experiment tracking.

Inference service: The model is deployed in the form of microservices (Kubernetes),
supports REST/gRPC calls, and has horizontal scaling.



Backtesting system: used for historical simulation and stress testing (supporting
Monte Carlo, multiple scenarios).

Human-machine collaboration interface: strategy panel, approval flow, when the

output of strategy exceeds the soft threshold, it enters manual approval (compliance or
governance committee).

5.3.3 Model governance and interpretability

Model registration: Each model must register the version, training data snapshot,
backtest report and risk score.

Launch threshold: The new model must pass offline backtesting, simulated trading,
Shadow Mode (shadow mode), and small traffic Canary execution.

Explanatory output: Explain the "why" for each rebalancing (key factors, cost
estimates, expected benefits/risk), and chain the summary for audit (summary/hash).

Rollback and backtracking: Any online model can quickly roll back to the last stable
version in case of an exception.

S.3.4 Security and privacy

Sensitive data (KYC, bank certificates) is only stored in encrypted databases, and the

model training uses desensitized/aggregated data; it complies with GDPR/PDPA
requirements.

5.4 Reserve hosting layer (bank interface and

clearing)

S.4.1 Trusteeship structure

Sign segregated accounts with a number of regulated custodian banks to avoid
commingling with the bank's own assets.

Each custodian has an SLA: fund availability, settlement time limit, and reconciliation
frequency (recommended daily reconciliation, real-time reconciliation at important
moments).

S.4.2 Chain on chain off bridge (coining/redemption process)



Minting process: The user transfers money to the custodian account through a

compliant channel (deposit bank) — The custodian confirms receipt and issues an

off-chain authorization (or webhook) — The platform backend triggers on-chain

minting (XGBP); The on-chain transaction includes the accounting voucher hash.

Redeem process: The user submits a redemption request = compliance check

(KYC/AML) — the system notifies the custodian to withdraw the funds — burn

XGBP on the chain and record the redemption certificate on the chain.

Reconciliation: Daily/real-time reconciliation of the XGBP issued on the chain with
the bank's custodian reserves, and the hash and summary of the reserve certificate

(attestation) is published.
5.4.3 Audit and Proof-of-Reserves

The reserve audit report shall be issued by a third-party accounting firm on a regular

basis (quarterly/monthly), and the abstract of the reserve certificate shall be uploaded
to the chain (including details of blinding/hashing to protect privacy).

Real-time solutions can combine zk-proof (zero-knowledge proof) to show reserve
adequacy without disclosing all details (such as advanced privacy).

5.5 Compliance layer-KYC / AML / Transaction

monitoring

5.5.1 KYC / KYB access

Integrate mainstream KYC/KYB providers (Onfido, Jumio, Trulioo, etc.) for
automated authentication: OCR, liveness detection, document verification, address
verification.

Conduct KYB for corporate clients (enterprises): company registration documents,
beneficial owner (UBO) identification, and anti-money laundering background check.

Provide tiered verification strategies: fast track (automatic) + EDD (enhanced due
diligence).



5.5.2 AML Monitoring and Rule Engine

Rule engine: Supports anomaly detection based on threshold rules and behavior
models (e.g., short-term large redemptions, frequent small cross-border money

laundering patterns, and blacklisted address interactions).

ML anomaly detection: Train the model to identify complex money laundering
patterns and suspicious interactions on the chain (working with the compliance team
to maintain the sample set).

List synchronization: automatically synchronize OFAC, UN, EU and national
sanction lists, support custom black/white lists.

SAR report: The system generates a draft standardized suspicious activity report
(SAR) and pushes it to compliance personnel for manual review and reporting.

5.5.3 Privacy and Data Preservation

PII data is encrypted and stored with a minimum retention period policy that supports
on-demand deletion ("right to be forgotten"); compliance logs and audit trails are
retained to meet regulatory traceability requirements while ensuring privacy.

5.6 Oracle and external data access

5.6.1 Multi-source redundancy strategy

Key data such as prices, interest rates and carbon prices are aggregated using
weighted median by multiple predictor vendors (Chainlink, Band or self-built bridge)
to prevent single point manipulation.

Trigger exception protection in case of extreme differences (fallback to conservative
values or suspend relevant actions).

5.6.2 Data quality control

Data signatures, timestamps, source reputation scores (based on historical
availability/delay/bias), and records of data snapshots for backtracking.

5.7 Cross-chain and Bridge strategies



S.7.1 A bridge model prioritizing safety

Principle: Avoid putting a large amount of fiat currency reserves or governance
control on chains with weak security.

Implementation: Use an audited bridge (official rollup bridge or mature third party) to
introduce manual signature or multi-signature approval for large cross-chain

operations, and set limits and delays on bridge in/outflow (timelock).

Reversal and error correction: The bridge event is fully recorded, and the emergency
multi-sign freeze/rollback process is started when abnormality occurs.

3.7.2 Compliance of cross-chain operations

Conduct AML review of users and counterparties involved in cross-chain
transmission; bind on-chain addresses to KYC real-name identification for traceability
(where permitted by law).

5.8 Key management and security practices

5.8.1 Private key management

Hot/cold wallet separation: Hot wallet is used for daily settlement, with minimum
permissions and quotas; cold wallet stores large amounts of funds offline, using

offline signature or hardware devices.

MPC / HSM: Production-grade private key management uses MPC (multi-party
computing) or enterprise HSM (hardware security module) to reduce the risk of single
point private key leakage.

Multiple signatures (n-of-m): Key operations (large redemptions, contract upgrades,
bridge withdrawals) require the joint signature of multiple signatories (foundations,
multi-custodians).

5.8.2 Safeguards

Intrusion detection (IDS) and firewalls, network segmentation (VPC partitions),
minimizing public network exposure interfaces, and regular penetration testing (red

team exercises).

Code security: static code analysis, dependency audit (SCA), contract formatting tools
and lint, unit/integration test coverage thresholds.



5.9 Observation, Monitoring and O&M (SRE &
NOC)

5.9.1 Monitoring system

Indicator collection: Prometheus + Grafana; Log collection: ELK / EFK; Tracking:
Jaeger / Zipkin.

Key monitoring items (example): on-chain transaction success rate, payment success
rate, KYC automatic pass rate, node synchronization delay, reserve coverage rate,
model rebalancing failure rate.

5.9.2 Alerts and SLA

Alarm classification (PO/P1/P2): PO (system interruption/funding risk) requires

response and emergency process to be started within 15 minutes; set clear RTO /
RPO.

Establish NOC (24/7) and compliance duty mailbox/telephone link (on standby during
high risk periods).

5.9.3 Backup and DR (Disaster Recovery)

Data backup: multi-region redundant backup (at least across availability zones and
regions), database backup combined with WAL archiving.

Exercise: Quarterly disaster recovery exercise (simulating hypothetical scenarios and
switching processes) to evaluate recovery point (RPO) and recovery time objective

(RTO).

5.10 CI/CD, development and deployment processes

5.10.1 pipeline
GitOps + Terraform (IaC) manages infrastructure.

CI processes include: static inspection, unit testing, contract simulation testing
(Hardhat/Foundry), contract security checks (Slither, MythX), integration testing, and
backtesting/shadow patterns.



CD process: Deploy to test network — Canary — main network (with timelock and

multi-signature approval).
5.10.2 Environment and stratification

Environment partitioning: dev / staging / preprod (shadow) / mainnet. Models and
contract versions are independently recorded and tested in each environment.

S.11 Testing, Auditing and Vulnerability Bounties

5.11.1 Test strategy

Smart contracts: unit tests, property tests, and formal verification (for critical
contracts, use Certora/K-framework, etc.).

System integration: End-to-end payment/cast ransomware process automation testing
and chaos engineering (Chaos Engineering) to verify fault tolerance capabilities.

ML: backtest, forward test (out-of-sample), and adversarial test (to verify model
robustness).

5.11.2 Audit and Bounties
Several authoritative contract audit institutions (at least two) and public audit reports.

Launch a long-term bug bounty (HackerOne / Immunefi) with clear rewards, response
times, and disclosure procedures.

6. Tokenomics (the economics of tokens)

Total volume and distribution mechanism

Total distribution: 100,000,000 XRV (fixed cap, no additional issuance).

Issuance mechanism: The release is carried out in batches to avoid market selling

pressure caused by centralized release; different categories of tokens are set with
lock-up period and linear release rules to ensure long-term incentive and ecological

stability.



Programme and narrative of allocation

class quantity

proportion

ICO th
e 20,000,000 20%
preliminary round

Team and

15,000,000 15%
consultants

Foundation and

ecological 15,000,000 15%
development

Market and

community 20,000,000 20%
incentives

Strategic partners 10,000,000 10%

Reserve pool 20,000,000 20%

Various functions and values

1.ICO first round (20%)

explain

Launch to the public as a way to raise
initial funding, attract early investors and
build an initial community.

The lock-up period is 24 months, followed

by a linear release, to incentivize the team
and consultants over the long term to

ensure alignment with project growth.

It is used for R&D investment, ecological
cooperation, market expansion and legal

compliance expenses to promote the
sustainable development of projects.

It is used for airdrop, marketing, node
reward, governance incentive, etc., to

promote community participation and
activity.
It will be allocated to early-stage strategic

investors and partners to support
technology integration, market

development and industrial chain resource
docking.
As a project risk reserve and long-term

development support, it is used to deal
with extreme market risks, liquidity crises

or ecological upgrading needs.

As an early stage funding source for the project, it is used to support product
development and community launch.

Investors can not only gain the potential of token appreciation, but also participate in
ecological governance and enjoy fee sharing and pledge rewards.

2. Team and consultants (15 per cent)

A 24-month lock-up period and linear release mechanism are adopted to ensure
long-term investment by the team.



The consultant part mainly supports the professional guidance of the project in the
fields of technology, safety, law and market.

3. Foundations and ecological development (15%)

The main purposes include technology research and development, ecological partner
subsidies, market expansion and global compliance docking.

The funds will be used to maintain the operation of the agreement and support
compliance, ensuring that the ecology has a sustainable growth engine.

4. Market and community incentives (20%)

It can be used for airdrop, node incentive, promotion reward, user governance
participation reward, etc.

This part of the token ensures that community members are incentivized to contribute,
promoting user retention and governance engagement.

5. Strategic partners (10%)

It is mainly allocated to partners who provide technical, financial, resource and
industrial collaboration support for the project.

Through strategic allocation, Xorivex will build a multi-partnership ecosystem in the
early stage to accelerate market penetration.

6. Reserve pool (20%)

As an ecological risk buffer and long-term financial support.

They include: responding to market fluctuations, providing liquidity support, crisis
management and future ecological upgrading funds.

Core objectives

Stability: Through lock-up and linear release, short-term selling pressure is avoided to
ensure market stability.

Motivation: Align the interests of teams, investors, communities and partners through
proper allocation.

Sustainability: Through the foundation and reserve pool, ensure the long-term
viability of the project in compliance, research and development and market

expansion.



7. Investment logic and ICO mechanism

ICO first issue: 20,000,000, accounting for 20% of the total.

ICO model: publicly issued, in compliance with UK/EU regulatory framework.
Lock and release mechanism:

Team token: locked for 24 months, released linearly.

Partner token: locked for 12 months, unlocked in batches.

Investor rights:

Enjoying the potential of token appreciation;

Can participate in ecological governance and voting;

Holders are eligible for a partial share of the fees (pledge XRV).

7. Investment logic and ICO mechanism

7.1 First ICO offering and model
Total issuance: 20,000,000 XRV, representing 20% of the total token

Mode of issue: The public Sale model is adopted, and the UK/Europe regulatory framework is
strictly followed to ensure compliance and transparency in the investment process.

Release schedule: Scheduled to launch in Q42025 as the first phase milestone of
project financing and ecological construction

7.2 Locking and release mechanism
Team and consultants
Quantity: 15,000,000 (15%).

Mechanism: Lock the warehouse for 24 months, and then release linearly to ensure
that the team is consistent with the development of the project in the long term.



Strategic partners
Quantity: 10,000,000 (10%).

Mechanism: Lock up for 12 months, then unlock in batches to ensure that partners
provide continuous support for the ecosystem in the early stages.

The mechanism aims to prevent short-term selling pressure, maintain market stability,
and gradually release long-term value through a reasonable unlocking plan

7.3 Investor equity

ICO investors are not only the providers of capital, but also the participants in the
ecosystem. Their specific rights and interests include:

upside potential

As the ecosystem expands and applications are implemented, XRV holders enjoy a
return on capital from the growth of the token price.

Governance rights

Holding XRV gives you direct access to DAO governance, including submitting
proposals, voting, and voting on the strategic direction of the ecosystem and the use of

funds
Pledge splitting

Investors can obtain a long-term passive income source by pledging (Staking) project
transaction fees, payment route revenue and other shares.

Ecological priority

Investors will have priority to subscribe or preferential rights for future ecological
products (such as XINV investment tokens and XGRN green tokens).

7.4 Compliance and investment protection
KYC/AML review

Integrate third-party services such as Onfido, Jumio and Trulioo to ensure investor
identity verification and anti-money laundering compliance

Certificate of fund custody and reserve



All financing funds are placed in segregated accounts at the regulated custodian bank
and audited by a third party on a regular basis in the form of Proof-of-Reserves

Legal compliance

The ICO is fully legally responsible for Aetheris Technologies Ltd, which is
registered in Colorado, USA, with a corporate registration certificate and good

reputation
7.5 Use of funds planning (design proposal)
The ICO funds will be used for the following purposes:

Technology development: development and optimization of core modules such as Al
Asset Manager, payment routing, cross-chain bridge, audit interface, etc.

Market expansion: promote merchant access, payment application implementation
and partner recruitment in the UK and European markets.

Compliance and audit: ongoing KYC/AML upgrades, PoR audits, and legal counsel
fees.

Community building: Improve user activity and governance participation through
incentives and airdrops.

Risk reserve: replenish the reserve pool as a guarantee of ecological stability.

7.6 Summary of investment logic

The ICO mechanism of Xorivex is not only a simple financing behavior, but also the
starting point of ecological governance of the project:

Ensure long-term stability through reasonable lock-up design;

Enhance investor engagement through DAO governance and pledge rewards;

Enhancing external trust through compliance frameworks and audit mechanisms;

Through the diversified layout of capital use, it provides continuous impetus for
technology, market and compliance.

8. Governance and communities



DAO governance: XRV holders have the right to submit proposals and vote.

Voting mechanism: weighted by the amount of money held; major decisions require
high threshold.

Community incentives: Members who participate in governance and promotion can
be rewarded.

8. Governance and community
(Governance & Community)

8.1 General principles

XRV's governance framework is anchored in three core principles: Transparency,
Compliance, and Community Ownership. The system enables token holders to

propose and vote on protocol parameters, fund allocation, upgrade paths, and
ecosystem incentives, forming a closed-loop governance structure that integrates

technology, compliance, and economics. Governance execution adheres to on-chain

contracts, with critical changes following a secure process combining time locks and
multi-signature mechanisms, effectively preventing single points of failure and

opaque operations.

Xorivex White Paper

8.2 DAO organizational structure and roles

Governance token: XRV

A vehicle for governance and value return. XRV holders can initiate proposals,
participate in voting, and share protocol fees through collateral (such as transaction

fees and payment routing revenue distribution mechanism connected to the
governance pool).

On-chain Governor (execution contract layer)

The system employs a modular governance framework (Governor + Timelock) where
all approved proposals undergo a time lock observation period prior to

implementation, enabling community verification and risk control responses. Critical
operations are governed by multi-signature authorization combined with RBAC

(Role-Based Access Control) principles.



Foundation/Compliance Committee (off-chain role)

Responsible for legal, audit, regulatory alignment and data disclosure; provide
opinions and "compliance signature" for proposals that touch the compliance

boundary, and together with the on-chain decision of DAO, constitute a
"man-machine collaborative" firewall.

Audit/Security Committee (off-chain role)

Third party or trustee teams for smart contracts and capital security maintain a bug
bounty program, emergency response process, and work with Timelock/multi-sign to

enable "Emergency Pause".

8.3 Proposal and voting process (recommended

format)

The following values are suggested/occupancy parameters, which can be
determined by Genesis proposal or test network governance before the upper

line and can be adjusted by subsequent governance.

Qualifications for proposals

Direct threshold: The address holding/entrusting = X XRYV can initiate a proposal
(to avoid spam proposals).

Alternatively, the threshold for small and medium-sized holders can be lowered
through a two-step proposal flow of "community initiation and governance agent
endorsement".

Life cycle of proposals

Proposal creation (Create) — Discussion period (Forum/Signal, = 3 -7 days) —
Chain voting (Voting, = 5 -7 days) — Review/compliance review (if applicable)

— Timelock (48 — 72 hours) — Execution (Execute).

voting mechanism

It is weighted by the amount of money held (1 XRV =1 vote) and supports **voting
rights delegation** to increase participation.



Quorum: Recommended as Q% of total circulating/voting XRV (e.g. 5%-10%).

Passing the threshold (Threshold): ordinary proposal = simple majority (>50%),
major proposal (such as vault transfer, protocol upgrade, key parameter limit) =

super majority (such as = 66%).

Implementation and review

The approved proposal enters the Timelock phase, during which anyone may raise a
review of security/compliance risks. Upon expiration, the Governor calls for

execution of the target contract.

Advice against collusion and buying tickets

The Snapshot Block method is used to prevent a large number of manipulated votes
from being transferred in and out during the voting period;

Major proposals may be subject to a "second confirmation vote" or a longer
observation period.

8.4 Scope of governance and parameters that can be

governed

Protocol parameters: asset pool target upper/lower limit, redemption buffer

parameters, fee rate (such as casting/redemption, routing fee), risk protection switch
threshold, etc. (parameters involving Al/fund flow must be approved in accordance

with regulations).

Treasury and budget: allocation of ecological funds, liquidity and market making fund
scheduling, use of long-term reserves and replenishment rules.

Upgrade and security: contract upgrade, module start/stop, cross-chain and bridge
whitelist, activation and deactivation of emergency pause.

Ecosystems and Growth: Grants programs, hackathons, integrator incentives, green
finance partnerships and ESG performance incentives and penalties.

8.5 Community Incentives (Markets & Community

Incentives)



Objective: To increase engagement, retention and contribution, so that real

contributions can be rewarded sustainably and tied to long-term value. Incentives are
prioritized from the "market and community incentive pool", "governance share pool"

and "foundation budget".

Governance participation incentives

Points or small XRV incentives will be awarded for participation in the proposal

discussion and voting (including proxy voting), and additional rewards will be
awarded for the adopted research/risk assessment report.

Builder Incentives (Grants)

Track A: protocols and tools (wallet, routing, oracle access, audit tools);

Track B: Ecological application (merchant/enterprise API integration,
payment/settlement scenario implementation);

Track C: Data and compliance (PoR visualization, KYC/AML interface, reporting
templates).

Content and education

Multilingual tutorials, developer documentation, summaries of institutional white
papers, case studies; and a "milestone" payment system to prevent wool picking.

Nodes/market making facilities

Provide market making incentives for official/cooperative liquidity pools, which are
bound to risk parameters (volatility/deep/slip assessment).

Green finance and ESG incentives

Complete periodic ESG performance (such as carbon emission reduction certified by
a third party) to give matching rewards or fee discounts, and promote the growth of

XGRN scenarios.

All incentives and KPIs will be disclosed in governance boards and quarterly
reports to ensure auditability and traceability.

8.6 Transparency and compliance synergy

Reserves and audit disclosures (PoR + audit)



The custody reserve certificate and third-party audit summary are regularly published,

and the key data is hashed on the chain; the changes of the vault and the ecological
allocation are provided with on-chain/off-chain reconciliation certificates and public

statements.

KYC/AML and blacklisting governance

The compliance API integrates sanctions lists and anomaly monitoring; for the

counterparties/addresses that touch the red line, the compliance committee can
propose a "scale block parameter update proposal", which will take effect after

approval by the DAO.
Al decision interpretability

Significant rebalancing and trigger changes require an interpretable report (key factors,
cost and risk impacts) and audit logs; blockchain evidence (hash) is required when
necessary

8.7 Safety and Emergency Management

Multiple audits and bounty: At least two authoritative audits in the core contract;

permanent bug bounty (HackerOne/Immunefi model) with response time limit, and
the bounty is paid through the DAO/Foundations process.

Emergency Pause (Guardian/Emergency Pause):

When extreme anomalies are detected (FUS4/l anomaly, bridge risk, and critical

contract is exploited), the temporary suspension is triggered by multiple signatures,
and then the "emergency governance proposal" is submitted within T hours for

ratification and subsequent repair path voting.

Change protection:

All high-impact changes (reserve ratio ceiling, key whitelist, cross-chain quota) must
go through Timelock to give the community a full window of review and inquiry.

8.8 Tools for community operations and governance

Information disclosure:

Governance Portal (proposal/vote/budget), Treasury Panel (on-chain assets, allocation
records), audit and PoR zone, quarterly operations and security reports.



Participation tools:

It is recommended to introduce snapshot-style signal voting (gas-free opinion
solicitation) as a preheating layer for proposals; formal voting is subject to the

on-chain Governor, ensuring long-term enforceability.
Code of Conduct and moderator system:

Communities need to abide by codes of conduct against harassment, fraud, and money
laundering; moderators and ecosystem representatives take turns to review and check
regularly to reduce the risk of fixed discourse power.

8.9 Governance Milestones and KPIs (example)

Participation: number of active governance addresses = N; voting participation rate

= P%; commission coverage rate = D%.

Transparency: release audit/PoR reports and governance financial statements
quarterly; track average time from proposal to execution and pass rate.

Ecological growth: number of Grants initiated/finished, number of applications
integrated, payment routing success rate and cost reduction, ESG project
performance.

Security: The audit found that the repair time was less than or equal to 30 days; there
were no major security incidents; and the response time rate of vulnerability bounty
was up to standard.

The above KPIs are disclosed quarterly on the governance portal and serve as an
important basis for budgeting and incentives in the next fiscal quarter.

8.10 Summary

XRV governance operates within a framework integrating DAO mechanisms,
regulatory compliance, and audit collaboration. Centered on token holder voting

rights, it is built upon a foundation of time locks and multi-signature protocols,
supported by audit verification and Proof of Stake (PoR) as trust anchors, while

leveraging incentives and grants as growth drivers. Through clearly defined

parameters and transparent implementation pathways, this governance model ensures
both fund security and drives the ecosystem's sustainable expansion with value

reinvestment.



9. Compliance and legal documentation

Xorivex is operated by Aetheris Technologies Ltd, which is incorporated in Colorado,
USA.

Registration certificate: Articles of Incorporation, entity number 20251588649,

registered address: 1312 17TH ST UNIT NUM-2955, Denver CO 80202, US[45T

source].

Good Standing Certificate: confirms that the company is in compliance with all legal

requirements in Colorado and is in good standing, confirming number 17335881 [46T

source].

9. Compliance & Legal Documentation

9.1 Legal entity and registration information

The Xorivex project is established and operated by Aetheris Technologies Ltd. The
company is legally incorporated in Colorado, USA, with formal corporate registration

qualifications and legal recognition as a corporation.
Articles of Incorporation:
Entity ID: 20251588649

Registered address: 1312 17TH ST UNIT NUM-2955, Denver CO 80202, United
States

Document validity: This certificate is issued by the Office of the Secretary of State of
Colorado (Secretary of State, Colorado) and confirms that the company, as a legally

registered legal entity, has the right to operate independently, sign contracts and
conduct business.

Good Standing Certificate:

Proof number: 17335881

Document description: This document is issued by the official of the State of
Colorado to confirm that the Company is in an Active and Good Standing status

within the jurisdiction where it is registered to meet all legal and compliance
requirements, including tax, annual review, filing obligations, etc



Practical significance: Good Standing Certificate is one of the important legal

documents for project docking bank trusteeship, audit institutions and investors to
conduct due diligence, to ensure the legality and compliance of Xorivex project.

9.2 Regulatory framework and compliance path

Corporate law compliance in Colorado, USA

As a registered entity, Aetheris Technologies Ltd strictly complies with the Colorado
Revised Statutes (Title 7), including annual report filings, registration agency

maintenance, and compliance with the scope of statutory business activities.

The company maintains all publicly filed documents in an up-to-date and valid state
to ensure transparency and audit traceability.

UK/EU compliance path

The Xorivex project is primarily positioned in the UK and Europe, so it will follow

the following regulatory framework during the token offering and ecosystem
expansion process:

FCA (UK Financial Conduct Authority): Xorivex will apply for a licence or

registration in respect of the potential e-money/securities nature of stablecoins and
investment tokens.

MiCA (EU Regulation on the Supervision of Cryptocurrency Markets): In the future,
the issuance and circulation of cryptocurrencies in Europe will be subject to MiCA

requirements, including disclosure obligations in white papers, reserve mechanisms
for stablecoins, and cross-border compliance audits.

AML/KYC compliance design

Integrate third-party KYC services (Onfido, Trulioo, etc.) to ensure investor identity
authentication, sanctions screening and anti-money laundering risk rating.

The transaction monitoring engine can identify abnormal patterns (such as money

laundering and suspected terrorist financing) and support the generation of
standardized suspicious transaction reports (SAR) to meet regulatory reporting
requirements.

Reserves and audit compliance

The stablecoin (XGBP) and reserve funds are held in separate custody by a regulated
custodian bank.



Prove of reserves (POF) shall be issued regularly and audited by a third party
accounting firm.

Audit summaries and hash records will be added to the chain to ensure transparency
and verifiable by investors.

9.3 Legal documentation and disclosure

Xorivex will continue to provide and update the following compliance and legal
documents during the project:

Corporate filings

Articles of Incorporation (registration certificate)
Good Standing Certificate (good credit certificate)
Investor related documents

ICO investment risk warning and disclaimer
Subscription Agreement

Whitepaper (Whitepaper) disclosure document
Compliance and operational documentation
KYC/AML Policy and Operational Manual

Audit Report and Certificate of Reserve (PoR)

Data protection policy (compliant with GDPR/PDPA)
Legal counsel and compliance cooperation

Work with international law firms to ensure cross-border compliance (US, UK, EU).

Update legal opinions regularly to clarify the nature of tokens (utility type/securities
type) and avoid legal gray zone risks.

9.4 Investor protection and rights protection



Information disclosure: All governance proposals, fund usage and audit results are

regularly disclosed on the chain and the official website, so that investors can track
the whole process.

Legal protection: Aetheris Technologies Ltd, as a legal entity, assumes the legal and
compliance responsibilities of the project, and investors can claim their rights and
interests through legal channels.

Risk warning: The white paper has identified market risks, regulatory risks and
technical risks, and reminded investors to make independent judgments to avoid

information asymmetry.

Compliance arbitration: Any dispute arising herefrom shall be settled in accordance
with the legal system of the place of registration (Colorado, USA) and the arbitration
clause in the investment agreement.

9.5 Summary

The design of Xorivex in compliance and legal aspects emphasizes transparency,

legality and traceability:

Establish a legally registered entity in Colorado, USA, and obtain a certificate of
registration and good reputation,;

Comply with UK/European regulatory framework to ensure the compliance feasibility
of future market expansion;

Integrate AML/KYC, reserve audit and data protection mechanisms to provide
security for investors and institutions;

Regularly publish compliance documents and audit results to establish a high-trust
ecological environment.

Through these measures, Xorivex is committed to becoming an international digital
asset platform that combines innovation with regulatory compliance, providing
investors with safe, transparent and sustainable financial instruments.

10. Security and risk management
(Security & Risk Management)



10.1 Overall security principle

Vertical defense: multi-layer parallel protection from contracts, models, data, hosting
to operations and compliance to avoid single point failure.

Minimum permission: Role and permission (RBAC) refinement, key operations are
protected by multiple signatures + Timelock, and there is an emergency fuse switch.

Auditability and traceability: All key actions (deployment, upgrade, rebalancing,
redemption, vault scheduling) are logged and verified on chain/chain below.

Endogenous compliance: security policies and KYC/AML, reserve audit (PoR) and
legal coordination.

10.2 Smart Contract Security

Objective: To ensure the correctness, upgradability and auditability of token contracts,
governance contracts, payment/routing, casting/selling and capital related contracts.

measure .

Multiple audits: At least two authoritative institutions audit the core contract; formal

verification/nature test is introduced for high-risk modules (#§1&/repurchase, vault,

bridge, governance); public audit reports and repair records are available.

Vulnerability bounty: Long-term bounty programs (such as HackerOne/Immunefi
path) with tiered bonuses and response time limits; major vulnerabilities go through

emergency procedures and community disclosure.

Launch threshold: test network/shadow mode — small traffic canary (Canary) —

main network release, which is controlled by Timelock + multi-signature.

Upgrade and rollback: Use an auditable proxy (UUPS/Transparent Proxy) with
multiple signatures and time locks. Rollback to the last stable version in case of
exception.

Development and release: CI/CD mandatory security door (static check,
Slither/MythX, unit/nature/integration test coverage threshold), full trace of changes.



Operational protection: The key contract supports emergency pause/emergency circuit
breaker; event structured output for indexing and alarm.

10.3 AI model risk (Human-in-the-Loop)

Objective: To reduce the risks of capital and stability caused by model bias,
overfitting, data drift and misfire.

measure .

Model governance: model registration (version, training data snapshot, backtest report,
risk score), approval and launch threshold (offline backtest/simulation/shadow/grey).

Human-machine collaboration: The output of strategies exceeding the "soft threshold"
needs manual/compliance signature; major parameter changes go through DAO

governance and compliance review.

Interpretability: Explain why each rebalancing and high-impact decision produces
"why" (key factors, costs, expected benefits/risk), and summarize the chain trace.

Risk control guardrail: hard and soft boundaries such as minimum reserve ratio,
growth pool ceiling, redemption buffer period; abnormal trigger to enter protection

mode.

Privacy and Compliance: Training data desensitization/aggregation; PII encryption
and minimum retention period; compliance with GDPR/PDPA.

10.4 Reserves and liquidity risk

Objective: to prevent the misappropriation of reserves, liquidity depletion and
redemption congestion.

measure .

Isolated hosting: Sign segregated accounts with regulated banks and implement daily
reconciliation and SLA.



Proof-of-Reserves (PoR): Periodic third-party audits and reserve proofs, with key
summaries/hashed on-chain; introduce zk-proof when necessary to enhance privacy

and verifiability.

Redemption mechanism: redemption queue/time window/staircase rate and buffer
vault; cooperate with liquidity pool to deal with concentrated redemption.

Pressure test: simulate extreme volatility, prediction machine anomaly, bridge

interruption and centralized redemption scenarios, and formulate fund scheduling
plans.

10.5 Predictive Machines and External Data Risks

Objective: To prevent price manipulation, wrong settlement and risk control
misjudgment caused by feeding price delay/distortion.

measure .

Multiple sources of redundancy: access to multiple predictors, using median weighted

aggregation; deviation beyond threshold triggers abnormal protection or rollback of
safe values.

Data quality: mandatory timestamp and source signature, record can be traced back
snapshot; automatic rejection of "old data".

Failure switching: Master/backup channels and failover policies to ensure that critical

decisions automatically converge to the conservative path in the event of data
anomalies.

10.6 Cross-chain and bridge risks

Objective: To reduce the risk of funds being attacked or counterparties failing due to
cross-chain bridges.

measure .

Security priority: Use official Rollup bridge or deeply audited solutions first; enable
multi-signature/artificial review and quota/rate limit for large cross-chain transactions.



Timelock and cancellation: Large cross-chain operations enter the Timelock, which
can be frozen/rolled back in case of exception; complete accounting of bridge events.

Compliance linkage: cross-chain KYC/AML review, black and white list binding and
address traceability (where permitted by law).

10.7 Key and access management

Objective: To prevent private key leakage and single point of control.

measure .

MPC/HSM: Production-grade keys use MPC or HSM; hot/cold wallets are separated,
and large amounts of money are signed offline.

Multi-sign and quota: The key operations such as vault, bridge, upgrade and so on
adopt the n-of-m multi-sign and quota strategy.

Key lifecycle: the whole process management of key generation, rotation, revocation
and audit; full operation log and hierarchical access audit.

10.8 Supply chain and infrastructure risks

Goal: To deal with third-party nodes, library dependencies, cloud resources, or service
provider failures.

measure .

Node redundancy: self-built nodes and third-party nodes (such as Infura/Alchemy) are
parallel, load balancing and read/write separation.

Dependency security: SCA/dependency audit, image signature and minimal external
exposure; regular penetration testing and red team exercises.

[aC and change control: GitOps/Terraform manages infrastructure, minimum change
window and rollback plan.



10.9 Observation, Alarms and Emergency Response

Objective: Shorten the discovery-response-repair closed loop.

measure .

Observability: Metrics (Prometheus+Grafana), logs (ELK/EFK), and trace
(Jaeger/Zipkin) are integrated with business boards.

Hierarchical alert: PO/P1/P2 levels; PO (system interruption/funding risk) response
within 15 minutes, with clear definition of RTO/RPO.

Disaster recovery drill: cross-region multi-replica backup, quarterly disaster recovery
switch drill; evaluate recovery time and data loss limit.

Emergency manual: Runbook (prophet anomaly, bridge failure, redemption
congestion, contract event) + practice review mechanism.

10.10 Compliance and counterparty risk

Objective: To meet regulatory requirements and reduce the risk of default by
partners/suppliers.

measure .

KYC/AML: Automated identity verification, sanctions lists, suspicious transaction
reports (SAR); scale block parameters can be updated by governance.

Contract and SLA: the custodian bank, audit firm and KYC service provider shall
specify SLA, exit terms and emergency channel.

Data protection: PII encryption and minimum retention period to meet GDPR/PDPA
and regulatory traceability requirements.

10.11 Risk measurement, disclosure and education

Goals: Quantify risk, continue to disclose and improve user self-protection.



measure .

Indicator system: reserve coverage rate, rebalancing failure rate, PoR frequency and

difference, redemption queue length, predictor deviation rate, average repair time of
vulnerability, MTTD/MTTR, etc.

Disclosure rhythm: release security/compliance and PoR reports quarterly, real-time

notification and post-event review of major events; open and verifiable records of
vault and payment.

User education: anti-phishing and fake customer service guidance, wallet security tips,
redemption process instructions and risk notification.

10.12 Typical pressure scenarios and plans

(Examples)

Scenario A: Abnormal price of the oracle — trigger the threshold to suspend

high-impact operations, return conservative price sources, and gradually lift
restrictions after compliance and risk control review.

Scenario B: Centralized redemption wave — Start the redemption queue and buffer

funds, and call the market/reserve pool liquidity and temporary scheduling plan if
necessary.

Scenario C: Potential use of cross-chain bridge — immediately freeze relevant

quotas, submit an emergency governance proposal within the time lock, roll back and
remediate with disclosure of accident report.

Scenario D: The model output is abnormal — Enter the HIL approval and protection

mode, roll back to the last stable model, and review the data source and feature
engineering.

10.13 Summary



This chapter establishes three core pillars: smart contract security, AI model risk

control, and reserve/liability management. Leveraging the " = H/55%/ 2 53/i5 4/

A" ecosystem as its defensive moat, it creates a closed-loop mechanism through

multi-audits with bounty incentives, Timelock+ multi-signature protocols,

human-machine collaboration, Proof of Residency (PoR) with third-party audits, and
full-chain monitoring drills. The objective is to implement fund security, transparent

verifiable operations, and sustainable viability within compliance frameworks,
ensuring robust support for Xorivex's long-term growth.

11. Business model and revenue streams

Five pillars of income (as outlined in the White Paper outline):

Coin casting/redemption fee; 2) Cross-border settlement fee; 3) Portfolio management
fee; 4) Enterprise API service fee; 5) Strategic cooperation revenue sharing.

11.1 Mint/redemption fees (Mint & Redeem Fees)

Business Logic: The exchange of fiat currency (XGBP) for stablecoin represents a
critical operational requirement for the platform's "on-chain to off-chain" hub. The

process involves fund confirmation, on-chain minting, redemption and destruction, as
well as bank-side withdrawals, with corresponding operational, compliance, audit,
and settlement costs.

Fees structure (example)

Structure: fixed fee + rate charged according to transaction amount (bps); network fee
(gas/chain transfer fee) is transparently transferred.

Leveling: tiered discounts for ordinary users/high frequency merchants/institutions;
large redemption introduces appointment and time window mechanism to smooth

liquidity.

Anti-money laundering and compliance add-ons: Compliance processing fees may be

charged when EDD (enhanced due diligence) or abnormal paths (e.g., extreme
short-term large redemptions) are triggered (only covering the marginal cost of

compliance/risk control).



Risk control and transparency

Daily or near real-time on-chain reconciliation of bank reserves and disclosure of
reserve proof summary (PoR hash) to ensure "1:1" verification; zk-proof can be

introduced when necessary to enhance privacy and verifiability.

Example billing model (can be modified by governance)
Mint: min (fixed £x, y bps X amount); Redeem: min (fixed £x ', y' bps X amount).

Policy objective: To balance transparency and sustainability by covering the costs of
fiat currency clearing, compliance review, audit and operations.

11.2 Cross-border settlement fees (Cross-Border

Settlement Fees)

Business logic: Enterprises or merchants hold XGBP and complete cross-border
clearing among multiple chains and multiple clearing channels through the **Smart

Router** to obtain lower rates and experience of minutes to arrival.

Fees structure (example)

Structure: charged per transaction (per-tx) or billed according to the nominal amount
of clearing (bps), plus channel fee/network fee based on actual reimbursement.

Hierarchy: standard/high frequency/strategic customers (the larger the quantity, the
lower the rate), support monthly batch reconciliation and post-payment mode (credit
is required).

Value-added: automatic generation of reconciliation documents, export of invoices
and tax statements, multi-entity/multi-currency capital pool management.

KPI alignment: The goal is to reduce the delay of cross-border clearing from T+2 to
minutes/hours and reduce the overall cost through routing.

11.3 Portfolio Management Fees (PMF)

Business logic: Charging management fees (optional performance sharing) for
funds/wallets using Al Asset Manager, applicable to the regularized and interpretable

dynamic rebalancing and risk control of stable asset pools, bonds/funds XINV and
green assets XGRN.



Fees structure (example)

Management fee (AUM-based): calculated on an annualized rate basis and settled
monthly; priced separately for institutions and retail.

Performance fee (optional): Set the baseline/obstacle rate and high water mark; only
applicable to compliant product lines.

Account form: self-managed wallet/entrusted account can be used, and the custody
and audit costs will be calculated separately on the entrusted side.

Transparency and governance: Key parameter changes (rates, risk caps) need to go

through the governance process; disclosure and inquiry during the Timelock
observation period before major changes.

11.4 Enterprise APIs & Platform Fees

Business logic: Provide compliance API and settlement/transaction capability to

banks, payment institutions, cross-border service providers and large and
medium-sized merchants, support KYC/KYB, AML monitoring, reserve certificate

reading, routing engine access and white-label stablecoin pilot.

Fees structure (example)

Access fee: one-time implementation compliant docking and sandbox certification
fee;

Subscription fee: monthly/year platform fee (including SLA level);

Usage fee: charge according to API call or charge according to liquidation amount
bps;

Combined scale: KYC/KYB, sanctions list, SAR draft and other components are
charged per package (basic/professional edition).

value proposition

Cost reduction and efficiency: automatic reconciliation, optimal clearing path, low

rate link;

Auditable: PoR summaries and audit reports can be read by third parties;

Compliant and scalable: Meet the KYC/AML and log retention requirements of
banks/payment institutions.



11.5 Strategic Partnerships & Rev-Share

mn

Business logic: Joint solutions (such as "white label stablecoin", "cross-border model

project" and "joint market expansion") will be jointly launched with financial
institutions, payment companies and scenario platforms, and revenue sharing or

technology authorization benefits will be made according to transaction
volume/clearing volume/collaborative customer number.

Cooperation and alignment

Scope of cooperation: channel distribution, compliance joint construction, clearing
network interconnection, ESG project coordination;

Income model: guaranteed + share, only share (according to the quantity ladder),
technical licensing fee;

Governance return: part of the cooperation income can be returned to the governance

pool/payer according to the governance rules, so as to enhance community stickiness
and long-term incentive.

11.6 Closed-loop design of revenue and governance

Fee allocation: Part of the commission fee and routing income will be returned to the
governance pool regularly according to the governance resolution, and distributed to
XRYV pledgee according to the pledge ratio, forming a positive cycle of "use, income
and holder incentive".

Goal traction: The roadmap and KPIs set the transaction volume and user growth

goals, providing a scale base for each revenue item (e.g., XGBP daily average
transaction volume and audit rhythm).

11.7 Linkage mechanism (framework) between

pricing and risk control

Dynamic rate: dynamically adjusted with the clearing path, on-chain congestion, SLA
of counterparties, and compliance workload; major adjustments need to be announced
in advance and enter the Timelock observation period.

Abnormal protection: Trigger protection mode (queue/limit speed/breakout) for
extreme market conditions (concentrated redemption, oracle anomaly); perform



temporary rate and subsidy calibration after recovery (only under governance
authorization).

Transparency: disclose the income, cost and return ratio of each source in the quarter,

disclose the use of the vault and audit summary, and enhance the trust of
institutions/users.

11.8 Sample billing/costing (non-commitment, for

roadshow and financial planning purposes)

Mint/Redeem income (example):

The income is approximately (mint rate X amount in) + (redeem rate X amount out)

+ fixed commission.

Settlement income (example):

Revenue = 2 (each settlement amount X settlement bps) + channel service

difference (if any) + account reconciliation g% value-added service fee.

Management fee income (example):

Income == 2 (average monthly AUM of each account X management fee/12) *

!

performance fee (if applicable).

brief summary

Xorivex converts the value of its two core pillars—payment clearing (XGBP) and

asset management (Al Asset Manager/XINV/XGRN)—into sustainable revenue

streams. It covers basic costs through mint/redemption and clearing operations,
achieves scale compound interest via management fees and API partnerships,

accelerates market penetration and ecosystem integration through strategic

collaboration dividends, and binds revenue to token holders via governance rebates,
thereby creating a long-term virtuous cycle.



12. Roadmap

Q42025: White paper release, ICO first round (20,000,000), FCA registration
application.

Q12026: XGBP will launch and go online as a compliant exchange.

Q2-Q32026: First batch of XINV (investment tokens) will be issued.

2027: XGRN (Green Finance Token) is released to expand the European and Asian
markets.

12.1 Q42025-White Paper Release, First
1CO (20,000,000 tokens), FCA
Registration Application

Objective &amp; Scope

Publish a white paper to complete external narrative and disclosure; initiate the first
round of ICO (20 million, 20%) to clarify the starting point of compliance path by

submitting registration/license application to UK FCA.
Key milestones

White Paper v1.0/1.1 released (including Tokenomics, governance, compliance and
risk chapters).

Launch of ICO smart contract and sales portal (including pre-launch joint debugging
of KYC/AML).

Governor + Timelock + multi-signature signing flow.

Compliance connection: The compliance API is connected with the KYC/AML
module (connected with banks/payment institutions).

Do-By Standards (DoD)

The ICO contract passed the security gate on the test network/Mainnet: multiple
audits were completed and problems were found and closed in a loop; the bounty plan

was launched.



The investor side completes KYC/AML; the subscription, allotment and settlement
processes run smoothly.

The FCA application materials are submitted and the acceptance process is started
(follow up with legal counsel).

Compliance and risk control

The ICO is open to qualified regions; KYC/AML, sanctions screening and suspicious
transaction (SAR) plans are in place.

The vault/reserve disclosure scheme and the PoR (Reserve Certificate) methodology
were finalized to establish the rhythm of subsequent releases.

KPI expect

Governance participation rate is greater than or equal to 5% (active voting address
ratio); the first third-party audit is completed within 3 months after the deployment of
the main network.

Risks and mitigation

Audit Findings & Contract Upgrade: Use agent upgrade + Timelock, roll back if
necessary; major changes are put into observation period.

Regulatory uncertainty: retain alternative compliance paths (pilot in feasible
jurisdictions first) and continue to follow up with law firms.

12.2 Q12026-XGBP Launch and launch of a

compliant exchange

Objective &amp; Scope

The XGBP (Sterling Stablecoin) was released and launched on the first batch of
compliant exchanges/compatible brokerage platforms; the closed-loop settlement for
basic merchants/enterprises was completed.

Key milestones

The fiat currency custody and clearing channel became effective, the 1:1 reserve and
deposit/withdrawal mechanism became available; the rhythm of the first PoR release

was determined.



Smart Routing (SR) in production: multi-channel selection, fault transfer, and
automated reconciliation files.

At least 1-2 compliant exchanges brokerages are listed and liquid market making is
done.

Do-By Standards (DoD)

Closed-loop casting/redemption process (including daily bank reconciliation);

Cross-border settlement T+2 — minute/hour level experience in the sample

merchant.
Release of the first PoR/audit summary (or specify a timetable).

KPI expect

The short-term target of the daily average system settlement volume is £1M- £5M;
the reserve coverage rate is at least 100%.

Risks and mitigation

Abnormal clearing channel: standby channel and manual review plan; scale block
parameters can be governed and updated.

Price/data risk: multi-source predictor and deviation threshold protection.

12.32026 Q2-Q3 — XINV (Investment Token)
First Offering

Objective &amp; Scope

The launch of XINV will tokenize traditional assets such as UK government bonds,
corporate bonds or funds to reduce the entry threshold for retail and qualified

investors.

Key milestones

Product and compliance framework: KYC stratification/qualified investor verification,
issuance and registration process, and revenue sharing contract are ready.



Issue batch design: start with small denominations (e.g., minimum subscription of
dozens of pounds) and distribute in coordination with compliant brokers/custodians.

Transaction and redemption: the secondary market liquidity market making and
redemption standard operation process is online.

Do-By Standards (DoD)

The first batch of underlying bonds are issued and can be freely transferred or

redeemed in the secondary market; income distribution (interest/dividend) is
automatically transferred according to the smart contract.

Disclose product documents (risk disclosure, recruitment instructions, PoR/audit

link).
KPI expect

The minimum participation threshold is significantly reduced (example target: less
than £50, subject to product announcements); investor education and compliance pass
rates are met.

Risks and mitigation

Uncertain regulatory attributes: issue legal opinions on a single product line and

iterate; when necessary, adopt pilot programs limited to qualified investors or specific
jurisdictions.

Liquidity shortage: temporary mechanism of market making incentive and

governance subsidy (approved by DAO).

12.4 2027-XGRN (Green Finance Token) launched to

expand into European and Asian markets

Objective &amp; Scope

Publish XGRN, link ESG projects with carbon credit system, and realize transparent
use of funds and traceable performance; complete the implementation of European

and Asian markets and compliance.

Key milestones



Green project cooperation: introduce third-party certification (such as Verra/Gold
Standard) and disclosure criteria, and establish KPI (such as CO2 emission
reduction).

Regional expansion: complete the sorting of compliance paths for
issuance/deals/keeping in custody in key countries, and establish a local clearing

network and cooperative banks.

Data and disclosure: Project fund flow and effectiveness are certified on the chain,
quarterly report and external audit are synchronized.

Do-By Standards (DoD)

The first batch of XGRN projects has been issued and allocated; audit reports and
performance data can be verified on the chain.

KPI expect

The number of regional partners, the number of effective ESG projects and the annual
target of phased emission reduction were achieved; the scope of compliance was
expanded quarter by quarter.

Risks and mitigation

Green finance standards vary across countries: compliance committees and external
legal/audit joint review are the preconditions; milestone payments and outcome-based

incentives are adopted.

12.5 Dependencies and critical path (cross-phase)

Technical selection chain and contract modularization: EVM compatible L2 (such as

Optimism/zkEVM) is preferred to avoid carrying key reserves or governance
contracts on weak security side chains; governance, pledge, cast/redemption, routing,

oracle and other modules are delivered.

Compliant API and KYC/AML: Connects banks/payment institutions to support
identity verification, sanction screening, SAR generation and data encryption to meet

GDPR/FCA.

Delegated and PoR: Regulated banks hold 1:1 reserves, regularly audited by third
parties and summarized on the chain.



Governance and cost return: part of transaction fees/routing revenue will be returned

to the governance pool to enhance the participation of holders and long-term
incentives.

12.6 Audit, disclosure and review rhythm

Quarterly disclosure: vault/reserve, users and transaction volume, governance
participation and security incident review; achievement of key KPIs (settlement

volume, reserve coverage rate, audit frequency, repair time, etc.).

Audit frequency: The first audit is completed within 3 months after the deployment of
the main network, and the subsequent review is conducted quarterly/half a year; the
average repair time of problems found is less than or equal to 30 days.

Governance threshold: Major changes (rate cap, reserve parameters, cross-chain quota,
key whitelist) must be approved by a high threshold vote and a Timelock.

13. Team and partners

Team: Fintech experts, blockchain development, Al algorithms, legal counsel,
security audit team.

Partners: UK financial institutions, audit firms, KYC/AML service providers, green
finance certification bodies.

13. Team and Partnerships

13.1 Team composition (Team Composition)

The core team of Xorivex comprises professionals with diverse backgrounds,
spanning critical domains including fintech, blockchain development, artificial
intelligence, compliance and legal affairs, as well as security audits. This

cross-disciplinary composition ensures the project maintains a solid foundation in
technical implementation, regulatory compliance, market expansion, and long-term

governancce.

1. FinTech specialists



Background: Former executives of investment banks, asset management companies

and payment institutions, with rich experience in cross-border settlement, asset
management and financial product design.

Responsibilities: Design token economic model, cross-border payment process and
revenue distribution mechanism to ensure that Xorivex products meet the needs of

institutional investors and enterprises.

Value: Team members are familiar with the UK/European financial system and
FCA/MIiCA framework, and can seamlessly integrate traditional financial logic with

crypto finance models.

2. Blockchain development team

Background: Senior developer from mainstream ecosystems such as Ethereum and
Polygon with experience in smart contract, Layer2 extension and cross-chain bridge

development.

Responsibilities: Responsible for the development and maintenance of core contracts

(XRV, XGBP, XINV, XGRN), governance system (DAO module), payment routing
(Smart Router) and reserve proof (PoR).

Value: Adopt a modular, auditable, and upgradable contract architecture to ensure
system security, scalability, and long-term sustainability.

3. Al algorithm and data science team

Background: Senior engineer and PhD researcher from artificial intelligence research
institute and hedge fund quantitative team.

Responsibilities: Develop Al Asset Manager, responsible for dynamic asset allocation,
risk modeling and ESG data analysis.

Technical skills: Experience in machine learning, reinforcement learning,
interpretable Al, and risk control modeling; able to implement efficient and verifiable
intelligent scheduling in a hybrid on-chain/off-chain architecture.

Value: Through the Al engine to realize the automatic rebalancing of the asset pool
and risk hedging, improve the long-term stability and revenue potential of the token.

4. Legal Counsel and Compliance Team



Background: Working with law firms and compliance consultants in the
UK/Europe/America for a long time, our team members are familiar with securities
law, crypto asset regulatory framework and cross-border financial regulations.

Responsibilities: Responsible for project KYC/AML design, regulatory docking, ICO
compliance review, legal opinion writing, and data protection compliance such as

GDPR/PDPA.

Value: Ensure that Xorivex is legally compliant in multiple jurisdictions, reduce
regulatory uncertainty and provide legal protection for institutional investors.

S. Security and audit team

Background: Composed of top international security companies, white hat hackers
and independent auditors.

Responsibilities: Responsible for smart contract audit, security penetration testing,
vulnerability bounty program and operation and maintenance security.

Value: Minimize smart contract and operational risks through multiple audits,
vulnerability bounties, and emergency response mechanisms.

13.2 Strategic Partnerships

Xorivex's growth is not only dependent on its internal team, but also on a diverse
range of strategic partners who provide critical support in the areas of finance, audit,

compliance, technology and ESG.

1. Financial institutions (Banking & Payment Partners)

Role: As a custodian bank and clearing partner, it provides 1:1 reserve custody and
cross-border clearing channel for XGBP.

Value: Guarantee the security of legal currency reserves, enhance the compliance and
credibility of stable currencies; improve the efficiency of cross-border payment and
settlement speed.

Cooperation mode: sign a segregated Account (Segregated Account) and SLA
agreement to ensure that the reserve funds are not misappropriated.

2. Audit and accounting firms (Audit Partners)



Role: Provide proof of reserves (Proof-of-Reserves), financial audits and smart
contract security audits on a regular basis.

Value: Ensures transparency and compliance, providing verifiable third-party
assurance to investors and regulators.

Cooperation mode: audit reports are released quarterly/half-yearly, and the
summary/hash is uploaded to the chain.

3. KYC/AML Service provider (Compliance & Identity Partners)

Cooperation objects: The world's leading identity verification and compliance service
providers (such as Onfido, Jumio, Trulioo, etc.).

Role: Provide automated KYC/AML solutions that support identity verification,
sanctions screening and suspicious transaction report (SAR) generation.

Value: To help the platform meet AML requirements under UK FCA and EU MiCA
frameworks, reducing legal and reputational risk.

4. Technology and Infrastructure Partners (Tech & Infra Partners)

Cooperation targets: Layer2 blockchain ecosystem (Optimism, zkEVM), oracle
suppliers (Chainlink, Band), node service providers (Infura, Alchemy).

Role: Provide high throughput, low rate, and scalable transactional and data
infrastructure for Xorivex.

Value: Guarantee system stability and anti-manipulation, improve the security of
cross-chain and data input.

S. Green Finance Certifying Parties (ESG & Sustainability Partners)

Cooperation objects: International green certification organizations (such as Verra,
Gold Standard), carbon credit registration platform.

Role: Provide certification, monitoring and performance data support for ESG
projects related to XGRN (Green Finance Token).

Value: Ensure that green finance flows to real, performance-traceable funds that meet
international ESG standards and investor expectations.

13.3 Ecosystem Synergy and Long-term Cooperation



Team and financial institutions: Through cooperation with custodian banks and

payment networks, the seamless switching between legal tender and on-chain assets
can be realized.

Teams and audit firms: enhance investor trust and compliance sustainability through
regular audits and transparent disclosure.

Team and compliance service providers: ensure reasonable investor access threshold
to avoid money laundering, terrorist financing and illegal transaction risks.

Team and technology ecology: cooperate with technical partners such as Layer2,
predictor, cross-chain bridge to ensure the scalability and anti-risk capability of the
system.

Team and ESG partners: Through green certification agencies, ensure that funds flow

into truly sustainable development projects, and achieve the unity of social value and
economic return.,

13.4 Summary

The Xorivex team has worked with partners to build a multi-tiered, interdisciplinary,
and international ecosystem:

The team is responsible for strategic design, technology development, compliance
operation and security maintenance;

Partners provide support for trusteeship, audit, compliance, infrastructure and ESG
certification;

The two sides have jointly formed a triple moat of "technology + compliance +
market" to ensure the long-term sustainable development of the project in the UK,
Europe and the global market.

14. Risk warnings and disclaimers

Regulatory risk: The legal framework may change over time.

Market risk: The crypto market is volatile.

Security risks: technical vulnerabilities, host breach risk.



Disclaimer: This white paper is an information disclosure document and does not
constitute investment advice.

14.1 Risk factors (Risk Factors)

While Xorivex is committed to operating within a framework of compliance,
transparency and security, investors may still face multiple risks in the process of

participation. The following risk factors are not exhaustive and investors should
conduct sufficient independent research and risk assessment before participating.

1. Regulatory Risks (RR)

Uncertainty in the legal framework: There are significant differences in
national/regional regulatory policies on crypto assets, stablecoins and investment
tokens, and laws and regulations may change over time.

Compliance and license risk: If the relevant license or registration application (such as

FCA in the UK, MiCA in the EU) is not approved or delayed, the trading, circulation
and ecological implementation of the token may be affected.

Cross-border compliance risks: Conflicts between different jurisdictions (e.g.,

differences in the identification of securities attributes in the United States and MiCA
in the European Union) may lead to restricted issuance of products or limited market

expansion.

2. Market Risks (MR)

Price volatility: The crypto asset market is much more volatile than the traditional

financial market, and XRV and its derivative tokens (XGBP, XINV, XGRN) may
experience large price fluctuations.

Liquidity risk: in secondary market trading, if the market depth is insufficient, it may
lead to excessive price spread or large transactions cause violent price fluctuations.

Systemic risk: Global macroeconomic and monetary policy changes or financial crises
may affect the overall market performance of crypto assets.

3. Technology and security risks (Technology & Security Risks)

Smart contract vulnerabilities: Although the contract has been audited multiple times
and there are bounty mechanisms for vulnerabilities, there are still unknown
vulnerabilities or attack methods.

Network and oracle risks: Infrastructure such as cross-chain bridge and oracle may
cause capital loss or functional interruption due to attacks or abnormal data.



Host bank default risk: If the reserve custodian bank or clearing institution defaults,
goes bankrupt or is frozen by law, the redemption of stablecoin and the security of
funds may be affected.

Key management risk: If the user's private key is lost due to poor custody or phishing
attacks, irreversible loss of assets may occur.

4. Operational and governance risks (Operational & Governance Risks)

Team execution risk: If the core team causes project delay or failure due to strategy,
execution or personnel flow problems, it will directly affect the interests of investors.

Inadequate participation in governance: If the voting rate of the DAO is low and the
community governance is centralized, it may lead to opaque decision-making or bias

towards a few large holders.

Partner dependency risk: Over-reliance on a single auditor, custodian or technology
provider may result in business interruption due to counterparty issues.

5. Legal and compliance risk (Legal & Compliance Risks)

Anti-money laundering and sanctions risks: If users violate local KYC/AML
requirements, their accounts may be frozen, transactions may be restricted or even
criminal liability may be incurred.

Data protection risks: In the processing of personal identity information, if the
GDPR/PDPA and other laws and regulations are violated, legal liability and
reputation loss may occur.

Risk of judicial dispute: Due to differences in judicial interpretation, investors may
lack adequate legal remedies in some countries/regions.

14.2 Disclaimer (Disclaimers)

Nature of information disclosure

This white paper is intended to serve as an information disclosure document and to
present the vision, technical architecture, token economic model and development

plan of the Xorivex project.

The contents of the white paper are for reference only and do not constitute any
investment advice, offering memorandum or securities offering document.



No guarantee of future performance

The development plan (including roadmap, partnership and ecological construction)
described in this white paper is the goal and vision of the project team and does not

represent the final result.

The project team makes no guarantees about the future value, market performance, or
profitability of the tokens.

Investors take their own risks

Investors should fully understand and accept all potential risks when participating in
the purchase, holding, pledging and trading of XRV or related tokens.

Investors should make their own independent judgment in light of their own risk
tolerance and seek the advice of independent legal, financial and tax advisers when
necessary.

Not against third parties

The project team shall not be liable for losses caused by the actions or defaults of
third-party exchanges, custodians, KYC service providers and partners.

The Project party shall not be liable for losses caused by force majeure (such as policy
changes, natural disasters, cyber attacks, systemic crises).

Version update and interpretation rights

The white paper may be updated as the project progresses, regulatory changes and
market conditions, and the latest version will be subject to the official website and
public announcements.

The project team reserves the final interpretation of the white paper content, provided

that it does not violate applicable laws and regulations and investor protection
obligations.

14.3 Summary

The purpose of this chapter is to:

Remind investors: Blockchain and digital asset investment have a high degree of
uncertainty and potential risks.



Protect the project party: reduce legal liability caused by market fluctuations,

technical loopholes or compliance uncertainties through clear risk warnings and
disclaimers.

Compliance alignment: This chapter is written in reference to the UK FCA, EU MiCA
and US SEC requirements for digital asset disclosure documents to ensure adequate
and transparent risk disclosure.



